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Nuttic (ASCY Design) (“we,” “our,” or “us”) respects your privacy. This Privacy Policy explains
how we collect, use, and protect your personal data when you use our app. By using Nuttic, you
agree to this Privacy Policy.

1. Information We Collect

o User Content: Photos, tags, or other content you upload, scan, or generate within the
app.

e Contact Details: Name and email address provided during registration.

o Device Data: Non-identifiable technical details such as device type, operating system,
and app version.

o Usage Data: Information about how you use the app, collected for analytics and service
improvement.

We do not sell personal data to third parties.

2. How We Use Your Information

We process your information to:

e Provide and improve the app’s storage, organization, and recall features.
e Support Al-powered features, including image recognition.
e Troubleshoot, secure, and optimize the app.

Social Login

You may choose to sign up or sign in using third-party services such as Google, Office 365,
Facebook, or Twitter/X.

When doing so:

e We only receive the basic account details permitted by the provider (such as name, email
address).

e All other interactions with those providers are governed by their own terms and privacy
policies.



e [App Name] is not responsible for how those providers handle your personal data,
account access, or security.

We recommend reviewing their privacy policies before using these sign-in options:

e Google: https://policies.google.com/privacy

e Microsoft (Office 365): https://privacy.microsoft.com
e Facebook: https://www.facebook.com/privacy/policy
o Twitter/X: https://twitter.com/en/privacy

3. Legal Basis for Processing (GDPR & Global)

Where applicable under European and Asian privacy laws, our processing is based on:

e Contract: Processing necessary to provide you the app’s features.

o Consent: For optional services, marketing emails, or Al features where explicit
agreement is required.

o Legitimate Interests: To improve functionality, security, and performance, provided
these interests do not override your rights.

4. Al Features

This app may use Google Al services (in beta) for object recognition and tagging. These
services may process your content. Accuracy is not guaranteed.

For more details, see Google’s Privacy Policy:
https://policies.google.com/privacy

S. Data Storage & International Transfers

Your data may be stored on third-party cloud platforms that may transfer data outside your
country or region. Where required, we implement safeguards (such as contractual protections) to
ensure your information remains secure and lawful under applicable laws.



6. Data Retention

We retain personal data only as long as necessary to provide the service or as required by law.

7. Prohibited Content & Illegal Use

You agree not to upload, store, or share any illegal, harmful, or prohibited content using the
app. This includes, but is not limited to, content that is unlawful, offensive, infringing, or violates
the rights of others.

! Violation of this policy may result in immediate suspension or termination of your
access to the app without notice.

We cooperate with law enforcement authorities when legally required.

8. Account Deletion

You may request to delete your account at any time. Upon confirmation, this action
is irreversible:

e Your account and all associated data will be permanently deleted from our systems.

e Some minimal information may be retained if required by law (e.g., for tax or compliance
reasons).

e Once deletion is completed, your account cannot be restored.

9. Regional Compliance (Europe & Asia-Pacific)

In addition to GDPR (Europe), we comply with relevant Asia-Pacific privacy regulations,
including but not limited to:

e Singapore’s PDPA (Personal Data Protection Act)

e Hong Kong’s PDPO (Personal Data Privacy Ordinance)

o Japan’s APPI (Act on the Protection of Personal Information)
e South Korea’s PIPA (Personal Information Protection Act)

e India’s Digital Personal Data Protection Act (2023)

Where required by these laws, we will:



e Obtain consent before collecting or processing sensitive personal information.

o Allow users to access, correct, and request deletion of their data.

e Notify users of any material data breaches where legally required.

o Store and transfer data lawfully, with adequate safeguards for international transfers.

10. Marketing Communications

When you register, you may provide your name and email address. We may use these details to
send you internal marketing communications, including:

e Product updates
o New feature announcements
e Service-related news and improvements

You may opt out of marketing emails at any time by using the unsubscribe link provided in the
email or by contacting us directly.

. Account-related or legally required notices (such as service interruptions or policy updates)
cannot be opted out of.

11. Your Rights

Depending on your location, you may have the right to:

e Access, correct, or delete your data.

e Object to or restrict processing.

e Request data portability.

e Withdraw consent at any time (where processing is based on consent).

e File a complaint with your local Data Protection Authority if you believe your rights have
been violated.

Requests can be made by contacting us at: Support@Nuttic.com

12. Security

We use reasonable measures to protect your information. However, no system is completely
secure. You acknowledge use of the app is at your own risk.



13. Limitation of Liability

[App Name] and its developer(s) provide the app “as is” without warranties. We are not
liable for data loss, Al inaccuracies, or third-party platform issues.

14. Children’s Privacy

This app is not directed to children under 13 (or under 16 in the EU where applicable). We do
not knowingly collect data from children.

15. Changes to This Policy

We may update this Privacy Policy. Continued use of the app after changes means you accept the
updated policy.

16. Contact

If you have questions, please contact us:
Support@Nuttic.com

If you are in the European Economic Area or Asia-Pacific jurisdictions with privacy regulators,
you also have the right to contact your local Data Protection Authority.



